Elbląg, .............................

*Oznaczenie sprawy: SZP.274.83.Pu.2023*

**Zaproszenie do złożenia ostatecznej oferty cenowej**

Wojewódzki Szpital Zespolony w Elblągu w związku z planowanym udzieleniem zamówienia - w trybie art. 2 ust. 1 pkt. 1 *a contrario* ustawy z dnia 11.09.2019 r. Pzp (Dz. U. z 2019 r. poz. 2019 ze zm.) oraz zgodnie z obowiązującym Regulaminem udzielania zamówień publicznych, których wartość nie przekracza kwoty 130 000 zł netto *(Załącznik Nr 1 do Zarządzenia Nr 58/2023 Dyrektora Naczelnego WSZ w Elblągu z dnia 01.06.2023 r.),* zaprasza do złożenia ostatecznej oferty cenowej na **usługę przeprowadzenia audytu bezpieczeństwa systemów IT, realizowanego w ramach dodatkowego finansowania ze środków pochodzących z Funduszu Przeciwdziałania COVID-19 działań w celu podniesienia poziomu bezpieczeństwa teleinformatycznego u świadczeniodawców** dla potrzeb Wojewódzkiego Szpitala Zespolonego w Elblągu**.**

Szczegółowy opis przedmiotu zamówienia przedstawiono w *Załączniku Nr 2 do zaproszenia.*

1. **Warunki realizacji.**
2. Termin wykonywania usługi: nie później niż do dnia 18 października 2023 r. ze względu na terminy wynikające z Zarządzenia nr 8/2023/BBIICD Prezesa Narodowego Funduszu Zdrowia z dnia 16 stycznia 2023r. (z późn. zm.)
3. Zamawiający wymaga, aby jednostka przeprowadzająca audyt spełniała wymagania określone w:
	1. Załączniku nr 2 do Zarządzenia nr 8/2023/BBIICD Prezesa Narodowego Funduszu Zdrowia z dnia 16 stycznia 2023 r. (z późn. zm.) w sprawie finansowania działań w celu podniesienia poziomu bezpieczeństwa systemów teleinformatycznych świadczeniodawców,

oraz

* 1. Ustawie z dnia 5 lipca 2018r. o Krajowym Systemie Cyberbezpieczeństwa (Dz. U. 2018 poz. 1560).
1. Zamawiający wymaga, aby w przypadku powierzenia części zamówienia podwykonawcom, Wykonawca wskazał w ofercie części zamówienia, których wykonanie zamierza powierzyć podwykonawcom oraz podał (o ile są mu wiadome na tym etapie) nazwy (firmy) tych podwykonawców.
2. Audyt bezpieczeństwa systemów IT może być przeprowadzony przez:
	1. jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku (Dz. U. z 2022 r. poz. 5), w zakresie właściwym do podejmowanych ocen bezpieczeństwa systemów informacyjnych,
	2. co najmniej dwóch audytorów posiadających:
		* certyfikaty określone w poniższym wykazie certyfikatów uprawiających do przeprowadzenia audytu lub
		* co najmniej trzyletnią praktykę w zakresie audytu bezpieczeństwa systemów informacyjnych, lub
		* co najmniej dwuletnią praktykę w zakresie audytu bezpieczeństwa systemów informacyjnych i legitymujących się dyplomem ukończenia studiów podyplomowych w zakresie audytu bezpieczeństwa systemów informacyjnych, wydanym przez jednostkę organizacyjną, która w dniu wydania dyplomu była uprawniona, zgodnie z odrębnymi przepisami, do nadawania stopnia naukowego doktora nauk ekonomicznych, technicznych lub prawnych.
3. Wykaz certyfikatów uprawniających do przeprowadzenia audytu:
	1. Certified Internal Auditor (CIA);
	2. Certified Information System Auditor (CISA);
	3. Certyfikat audytora wiodącego systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób;
	4. Certyfikat audytora wiodącego systemu zarządzania ciągłością działania PN-EN ISO 22301 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób;
	5. Certified Information Security Manager (CISM);
	6. Certified in Risk and Information Systems Control (CRISC);
	7. Certified in the Governance of Enterprise IT (CGEIT);
	8. Certified Information Systems Security Professional (CISSP);
	9. Systems Security Certified Practitioner (SSCP);
	10. Certified Reliability Professional;
	11. Certyfikaty uprawniające do posiadania tytułu ISA/IEC 62443 Cybersecurity Expert.
4. Warunki płatności – przelew; odsetki nie wyższe niż ustawowe w skali roku; termin płatności nie krótszy niż 30 dni licząc od dnia wykonania usługi, podpisania protokołu odbioru prac i wystawienia faktury VAT.
5. Z uwagi na fakt dofinansowania realizowanego zamówienia ze środków zewnętrznych, z tytułu nieterminowego wykonania usługi, uniemożliwiającej Zamawiającemu rozliczenie dofinansowania, a w konsekwencji jego utraty, Zamawiającemu przysługuje prawo do potrącenia z wynagrodzenia Wykonawcy kwoty do wysokości utraconego dofinansowania.
6. O udzielenie zamówienia mogą ubiegać się Wykonawcy, którzy nie podlegają wykluczeniu na podstawie art. 7 ust. 1-8 ustawy z dnia 13 kwietnia 2022 r. *o szczególnych rozwiązaniach w zakresie przeciwdziałania wspieraniu agresji na Ukrainę oraz służących ochronie bezpieczeństwa narodowego* (Dz. U. z 2022 r. poz. 835.
7. **Kryterium oceny ofert: C**ena - 100%.
8. **Wykonawca zobowiązany jest dołączyć do oferty:**
	* + 1. Odpis z właściwego rejestru lub z centralnej ewidencji i informacji odziałalności gospodarczej, jeżeli odrębne przepisy wymagają wpisu do rejestru lubewidencji, wystawione nie wcześniej niż 6 miesięcy przed upływem terminu składania ofert.
			2. Wypełniony i podpisany druk oferty *(Załącznik Nr 1 do zaproszenia).*
			3. W celu potwierdzenia warunku dot. dysponowania osobami zdolnymi do wykonania zamówienia, Wykonawca przedstawi wykaz osób, skierowanych przez Wykonawcę do realizacji zamówienia w szczególności odpowiedzialnych za świadczenie usług wraz z informacjami na temat ich kwalifikacji zawodowych, uprawnień, doświadczenia i wykształcenia, niezbędnych do wykonania zamówienia, a także zakresu wykonywanych przez nich czynności oraz informację o podstawie do dysponowania tymi osobami *(Załącznik Nr 4 do zaproszenia).*
			4. Certyfikat dla Jednostki przeprowadzającej audyt **LUB** imienne Certyfikaty dla osób, które w imieniu tej Jednostki będą realizowały audyt.
			5. Dokumenty wraz z załącznikami powinny być podpisane przez osoby umocowane do składania oświadczeń woli i zaciągania zobowiązań w imieniu Wykonawcy. Umocowanie do złożenia oferty winno być dołączone do oferty o ile nie wynika ono wprost z innych dokumentów załączonych do oferty. W przypadku złożenia oferty drogą elektroniczną, wymagany jest kwalifikowany podpis elektroniczny lub podpis zaufany lub podpis osobisty.
9. Zamawiający, zastrzega sobie prawo wezwania Wykonawców do uzupełnienia brakujących w  ofercie dokumentów (np. pełnomocnictwa do reprezentowania Wykonawcy, wymaganych dokumentów itp.) lub złożenia wyjaśnień dotyczących treści złożonej oferty.
10. Zamawiający odrzuci ofertę Wykonawcy w przypadku:
11. nieuzupełnienia w wyznaczonym przez Zamawiającego terminie brakujących dokumentów złożenia wyjaśnień, o których mowa w pkt. IV. Zamawiający informuje, że tylko jeden raz wzywa Wykonawcę do złożenia wyjaśnień treści złożonej oferty lub ewentualnego uzupełnienia dokumentów,
12. gdy oferta Wykonawcy i/lub uzupełnione przez Wykonawcę dokumenty nie potwierdzą spełnienia wymagań opisanych przez Zamawiającego w zaproszeniu do złożenia oferty ostatecznej.
13. Zamawiający zastrzega sobie prawo nieudzielenia odpowiedzi na pytania Wykonawcy, gdy

wpłyną do Zamawiającego **później niż do dnia** \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

 Pytania należy składaćw formie elektronicznej na adres bzabrocka@szpital.elblag.pl Zamawiający udziela odpowiedzi na zadane przez Wykonawcę pytania i publikuje je na stronie internetowej <http://www.szpital.elblag.pl/zamowienia-publiczne> w rubryce dotyczącej niniejszego postępowania.

1. W przypadku, gdy nie zostanie złożona żadna oferta lub oferty złożone zostaną odrzucone, lub pojawi się błąd, który uniemożliwi podpisanie ważnej umowy, wówczas Zamawiający unieważni postępowanie. Zamawiający zastrzega możliwość unieważnienia postępowania na każdym etapie bez podawania przyczyny.
2. Osoby upoważnione do kontaktu:

Beata Zabrocka - Sekcja Zamówień Publicznych, tel. 55 239 58 72, e-mail: bzabrocka@szpital.elblag.pl

Ofertę opatrzoną napisem: **„Oferta na usługę przeprowadzenie audytu bezpieczeństwa systemów IT dla Wojewódzkiego Szpitala Zespolonego w Elblągu”** prosimy przesłać w terminie **do dnia 21.09.2023 r.** w formie elektronicznej na adres bzabrocka@szpital.elblag.pl lub złożyć w formie pisemnej na adres:

Wojewódzki Szpital Zespolony w Elblągu

ul. Królewiecka 146

82-300 Elbląg

Sekretariat pok. Nr 44

1. **Załączniki do zaproszenia:**
* Załącznik Nr 1 – Oferta dla WSZ - druk
* Załącznik Nr 2 – Opis przedmiotu zamówienia
* Załącznik Nr 3 – Umowa usługi – wzór
* Załącznik Nr 4 – Wykaz osób